
APPLICABLE MODELS
KMC TotalControl v4.5.3.20 and earlier.

Issue

One of the software packages that KMC TotalControl leverages is Telerik, a comprehensive suite of software development tools and 
UI components. Telerik is used as part of the KMC TotalControl Design Studio and TotalControl Web solutions. Recently, a Telerik 
security vulnerablity was identified and reported to the Common Vulnerabilities and Exposures(CVE) database.

Resolution

The issue was resolved by Telerik in packages that are used for TotalControl Web, and the corrective action has been implemented 
and tested for successful integration into KMC TotalControl. 

In order to provide the most stable and secure environment, KMC Controls recommends upgrading the KMC TotalControl application 
to the latest version, KMC TotalControl v4.5.3.22.

To learn more about the CVE item and its impact, refer to the CVE record at https://www.cve.org/CVERecord?id=CVE-2025-3600.

For access to KMC TotalControl updates, visit the TotalControl product page at https://www.kmccontrols.com/solutions/kmc-
totalcontrol/.

For questions on support and/or upgrades, contact KMC Technical Support. 
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